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Abstract 

This paper  investigates the power leakage of a smartcard. It  is intended  to  answer  two  

vital  questions:  what information is leaked out when different  characters are  used as 

output; and  does the length  of the output  affect the amount  of the information leaked. The 

investigation  determines that  as the length  of the  output  is increased  more  bus  lines  are  

switched from  a  precharge state  to  a  high  state.  This  is related to  the output  array in the 

code increasing  its length. Furthermore, this work shows that  the output  for different  

characters generates  a different  pattern. This is due to the fact that  various  characters needs 

different  amount  of bytes to be executed  since they have different  binary  value. 

Additionally,  the information leaked  out can be directly  linked  to the smartcard’s 

interpreter. 
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